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1. Intrcduction
This paper concentrates upon the HO

Chapter 2 descrives the logical lin
are excnanged over these links.

The emphasis of Chapters 3, 4, and
structure.

Figure 1 highlights the different p
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2, HOST-iIOST Prot tee 1

2.1 Logical Links (Figure

n
~

Any I'P can be viewed as an interface between a local center and the
trunk network., Locally, an P may serve up to four HOSTs; for each
of them it provides 256 logical links to any remote HOST.

However, between an DP and all the other IMPs no more than 64 links
may be in use simultansously. In other words, a HOST dialosuing
with a remote HOST can consider its local IIMP as a switching center
offering 256 lines to the ramote HOST,but only 64 can be activated
at a time, (If a2 local center includes n hOSLS, 64 should be shared
amount the n HOSTs), :

The 256 logical links connecting two HOSTs can be distinguished as
follows:

Link 0 has a special status. It is the control link (connection
‘requests, status report of any kind...).

The 255 others can be uaed either as primary links, i.e., "teletype
like" connections, or as auxiliary links for file transmission.

2.1.1 Primary Links Features

A primery link
% is the first link established for a HOST-HOST transmission.
¥ 1s a "T1Y-1ike" connection that is:
= ASCII characters are transmitted.
- Echos are generated by the remote HOST,
- The remote HOST scans for break character.
- The transmission is slow (less than 20 chearacters per second).
¥ is mainly used for transmitting control ccmmands, i.e., for
log~in to the remote HOST ope rcuing system,
¥ provides special buffering techniques for slow, short
transmission,

2.1.2 Auxiliar} Links Fezatures

2 An auxiliary link
% 1s used for transmission of large volumes of data,
# 1s establishsd in parallel to the primary link

¥ can be established only if the following conditions are
fulfilled: ; ,
user pregrams, at the two extremities, must both require
its openlng.

% 1s used for either binary or character transmission,



2.2 lLink Establishment

2.2.1 General Procedures

(:\ . Each HOST(X) user will respsct the following procedure for
~ comunlc‘.t‘nm' with HOST(Y).

(a) Estsblish a primary link to ”OSW(Y)
A primary 11707 is established to HOST(Y) through the
control link 0. The connection is then in a pre-log-in
state, i.e., the remote HOST expects 1lts standard log-in
procedures,

(b) Log~in Seguence
Standard ASCIL characters ars sent/received over the
primary link, In that way, the HOST(X) user signs in
to remote HOST(Y) by using its standard log-in procedures.

(e¢) Establish an auxiliarv link to HOST(Y)
This establishmaent must be executed by both extremities
As in (a), this is done by using the control link 0.

(d) Send/Receive Text over Auxilisry link

-2.2.2 Exanple

Figure 3 focuses on the data exchanged over the links during
-- a HOST(X)-HOST(Y) dialogus.

HOST(X) has the network identification 8,

HOST(Y) has the network identification 5.

Notations Used:
(j“ ¥ Circled stuffs repressnt characters, e .Q./EGB\
- ——_ * Parenthesised nurbers are used for cross referencing with
further explanations, e.g. (2)

Explanations

¥ (1) and (2) constitute the primary link establishment
=HOST(X) s sends_the_ following message over link O:
" (M@ b O l l” (O"'f’; o
Qg?ﬂ Enquiry for link estab
@mﬁj‘ Link type: primary (S
©T '2> Logical link identifi
5 (3 ASCII characters) r
Qﬁﬂ‘: Options: it is an alphanumerical character, e.g.k§)

ent (ASCII character)
c ql Cnaracter)
cation nurber in decimal

lish
pe

</ e

Possible options could be: Full Echo, data type...

—HOqL(Ylsecf““I1°i;,\ﬁL’ sendingz back:
"@E\m PRIMYOLT2) QE‘Q o

e

~

)¢ postive aclmowledgement (ASCII character)-Link 12
1s now establi 5n_d
(e o ‘.r\f\“i . ;
\§§Q RIM0L, 210PT): The previous message is returnw
_,-’ - g
the requestor for securi

\



% (3) and (4) constitute a trivial example of a log=in
-procedure. -See remark 2 belcw- ;

%(5): HOST(X), talking to tne operating system of HOST(Y)
requests for URSA, UUQA supposed to be a user applic
progran in HOST(Y),

%(6) and (7) constitute the auxiliary link esfaollshrcn
After (5) an auxiliary link should be established. 'hls
is done by HOST(X) since it has the higher identificaticn
nuber in network. e.g., 8 against 5.

‘The procedure is very much like (1) and (2)

-%(8): HOST(X) transmits a "file" to URSA., The transmission
is done over link 25 which has just been established,

%(9): HOST(Y) answers back with a "file" over link 25.
And the dialogue gces on...

HOST(X) frees tne links he has established
End of transmission (ASCII character).

Nurber of links wanted to be closed (3 ASCII character)
Y1) é\g,gjp‘. Link identification nurber (ASCII characters)

%(11) HOST(Y) acknowledges back as in (2), (7).
Remark 1: The figure 3 doesn't show the heading of eacn
message which are of course transmitted over these links.

The characters re 3resented on each line should be viewed
Inserted in the text zone of a message.

Remark 2: These characters -see (3) and (U4)~ can either
be transmitted ons at a time over the line (each character
constitutes the text of a messagze) or be packed before
transmission by the user communication program,

In elther case, the remote HOST can ccnsider the 1link as
a normal teletype (Searchs breaking characters, provides

echoS...).

Remark 3: In (2), (7), or (11), hO””L\2 can ansveﬁfbjck a
negative acknowledgement character (A ﬂ/lncteii of (ACK) .

This, for many various rezsons such 33 bad tr anau;éf'j;, HOST(X)
wants to open a link alrezdy establighed, and so forth. Th
message could be (Et, Q;j} where <g£ﬁ is a character
ind1Cat¢ng wny the dreviocus block has Been refused. Upon
recelving back such nezative ackno 1“A;u'an HOST(K) will
repeat its messaze until HOST(Y) accepts it. An emergency
procedure will take place if too many successive NAK occcur,

16
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A user program accesses the netwerk facilities (link establishment, data
transmission...) through service calls, Under execut ion, a service call
traps to a monitor service routine that Interprets and executes the ser-

vice. Control is then routed back to the user program

3.1 IList of service calls at user's disposal.

(a) Oven Primary Link
OPthdIJLP%TﬂID HOSTID, BUFFADDR , INERPT—CODE,[O?T])

PRIMID: User identification of the primary link,
HOSTID: Remote HOSY identification.
BUFFADDR: Buffer address for the incoming messages.
INTRPT-CODE: Code that the network program should give to the
user program when he 1s interrupted because a messaze
: has come back, 7
OPT: Options such as "full echo" (for testinu purvose), nessag
required after successful link establishmen t BECY v o

‘Remark: [ J]: not required.
(b) Open auxiliary link
OPENAUX (AUXID, PR IID,B"*LDDR IAL%”" r‘C)DE‘J,[:’Y’T])

AUXID: User identification of the auxiliary link.
PRIMID: User identification of a primary link. Refers to an
already established primary link,
BUFFADDR, IITRFT-CODE, OFT same meaning as above.
(e) Transmissicn cver link
TRANSLINK (ID, BUFFADDR, N, [OPT])
ID: User link identification. Dep o
wwe want to transmit, this iden at
to a previcusly define d AUXID/PRITMID,
BUFFADDR: Data location address for transmission,
N: Data bytes nuwber for transmission.
OPT: Options such as data type (character vs. binary),
acknow edgements re uj d (Uuil‘?ﬁﬁlOF of the auxiliery
1inks in a half duplex mede), trace bit, etc....
(d) Modify link paramsters
MODIFLINK (ID, OFL) v
ID: User link identification (Equal to either AUXID/PRIMID)
(e) Close link
CLOSE LTIK (ID, [OPT])

ID: Same meaning as above.
OPI's Can be used to close all the linlks in use by the user.

nding on which type of links
i ion number will be equal

di
fic
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a
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Data Structure

ek

ke
(0]
&
[¢]
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The allocaticn and the managerient of the
of three tables:

A Table Sorted By HOST.

A Table Sorted By LINK

A Table Sorted by USER.,

arried out by means

4.1 HOST Table (See Figure L)

It is a bit-table ind*cntiﬂo, for a given remote HOST, which links
are free, (bit-0 means free 1link)

This table should provide 256 bits per HOST (256 logical links
possible). At a given time no more than 64 bits can be set to
1 1In the whole table,

4,2 LINK Table (See Ficures 4 and 5)

This table contains as many sections as links in use Figure 5
describes the structure of a section.

Starting and retrieval are carried out dynamically upon using
a hashlng technique based on the network link identifications.

4,3 USER Table (See Figure 4)

The table structure is given on Figure 4. These are as many

sections as active users. Each section contzins the user
identification (given by the cperating system) and the identifications
of the links in use by this user. Notice that a link has two
identifications: that of the user (given as a parameter in the

OPEN service call) and that of the network (that 1s attributed by

the network program).

This table is hashed by users.



atwork D“P*FWﬂ

The emission functicons of the net w“"k programs are fulfilled by monitor

service routines., In that sense, this program can be viewed as belonging
to the operating systen,

These functions are ccneerned with the 1link establishments and data
transmission; they are started by the service calls previously described.

Let's explain how these routines allocate and manage the links by
describingthe operations involved during the execution of the OPENPRII]
routine,

Suppose that the value of the parameter HOSTID is equal to J.

(a) J is used as an index for the "HOST" table to reach the "HOST j"

(b) In "HOS% j" section, we select the first free link (First bit=0)
8. 1 Bk

(e) J and i determine respectively the HOST-I'IP destination and the
network link number,

(d) This j-i v2lue is used as a hashing code to open a new secticn in
the link table, e.g. section %.

(e) In this section ff, the link ID zone is filled up with j-i, the

iy
"link opened by us" and "primary" bits are set to 1. (See Figure 5.)

(Remark: It is only when we receive back the acknowledgement
message from the remote HOST .~See Figure 3: (2)-that the link is
considered completely established. Then ”e set to 1 the bit
"link established".). Also in this secticn P, we store the para-
meter BUFFADD Value in the "buffer address zone", hnd the use r

identification nurber, implicitly given, in "the user ID zone".

(f) Using the user identification number, we hash the USER Table to
open (or find) ths right m section.,

We update this m section by storing-the user link ID nurber (PRIMID)
and the network link ID nurber (i)

i

(g) Ve prepare fﬂe mes:
NQ)ERIID 007 11 QFT

(h) We prepare a heading according to BEN specifications (in order to
send the messace over link 0).

sage text:

_/\J

(1) We calculate the HOST checksum.
(J) We put together the heading, checksum, text by providing marking.

(k) We queue up this message for the handler,

The receiving functions will use these tables in a very similar

=Ly way

Vil e
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